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## Information om udfylder

Navn:

Dato:

## Systeminformation

Systemnavn:

Systemejer:

## Systematisk beskrivelse af behandlingen

Ved at udfylde underpunkterne kommer du igennem den systematiske beskrivelse af behandlingen/behandlingerne

### Former for behandling

*Her beskrives de forskellige former for behandling f.eks. indsamling, registrering, videregivelse mv.*

### Beskrivelse og definition af behandlede personoplysninger

*Her beskrives hvilke typer af personoplysninger, der behandles f.eks. navn, adresse, CPR-nummer, race, religion, helbredsoplysninger mv.*

### Formål med behandlingen

*Her beskrives formålet med behandlingen*

### Redegørelse for lovhjemmel til behandlingen

*Her dokumenteres den lovhjemmel, der ligger til grund for behandlingen*

## Vurdering af behandlingen

En vurdering af, om behandlingsaktiviteterne er nødvendige og står i rimeligt forhold til formålene

### Nødvendigheden af behandlingen

*Her dokumenteres din/jeres vurdering af nødvendigheden af de planlagte behandlinger, og om de er rimelige set i forhold til formålet med behandlingen. Dette krav skal bl.a. være med til at forhindre dataophobning samt til at sikre, at der kun behandles personoplysninger, der er nødvendige, og som kan rummes inden for formålene med behandlingen. Behandlingen af personoplysninger må altså ikke gå videre, end det der kræves for at opfylde de formål, du som dataansvarlig er berettiget til at forfølge.*

## Vurdering af risici

*Her beskrives de mulige risici, der er blevet belyst*

### Risikovurdering

*Her indsættes til dokumentnummer på risikovurderingen for pågældende system/systemer*

## Foranstaltninger

*Her indsættes de foranstaltninger, der iværksættes for at imødegå disse risici, herunder garantier, sikkerhedsforanstaltninger og mekanismer, som kan sikre beskyttelse af personoplysninger og påvise overholdelse af databeskyttelsesforordningen, under hensyntagen til de registreredes og andre berørte personers rettigheder og legitime interesser Dette krav bør du se i sammenhæng med det forudgående krav. Du skal således vurdere, hvilke foranstaltninger som du påtænker, skal imødegå de vurderede risici. Det kan f.eks. være garantier eller sikkerhedsforanstaltninger. Forskellige påviste risici i en konsekvensanalyse vil således givetvis kræve forskellige foranstaltninger.*

*Eksempler på foranstaltninger:*

* *Begrænsning af adgange/rettigheder*
* *Logning med opfølgende kontrol*
* *Pseudonymisering/anonymisering*
* *Kryptering*